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Foreword

ISO (the International Organization for Standardization) is a worldwide federation of national standards bodies
(ISO member bodies). The work of preparing International Standards is normally carried out through ISO
technical committees. Each member body interested in a subject for which a technical committee has been
established has the right to be represented on that committee. International organizations, governmental and

non-govern

Internationgl Standards are drafted in accordance with the rules given in the ISO/IEC Directives, Part2.

entat,
Internationgl Electrotechnical Commission (IEC) on all matters of electrotechnical standardization.

In-lHaison with 150, alsO take palt In the WOrK. 150U Collaboraies closely Wwith the

The main task of technical committees is to prepare International Standards. Draft International Standgrds

adopted by

the technical committees are circulated to the member bodies for voting.-Publication ag an
Internationgl Standard requires approval by at least 75 % of the member bodies casting avote.

Attention is|drawn to the possibility that some of the elements of this document miay be the subject of pgtent

rights. ISO ghall not be held responsible for identifying any or all such patent rights.

ISO 285601

Subcommitjee SC 4, Technical interoperability.

was prepared by Technical Committee ISO/TC 46,5 Information and documentation,

ISO 28560 [consists of the following parts, under the general title,/nformation and documentation — RFID in

libraries:

— Part 1:|Data elements and general guidelines for implémentation
— Part 2:|[Encoding of RFID data elements based onrules from ISO/IEC 15962

— Part 3:|Fixed length encoding
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Libraries are implementing RFID (radio frequency identification) as item identification to replace bar codes.
RFID streamlines applications like user self-service, security, and materials handling. A standard data model
for encoding information on RFID tags could increase the cost-effectiveness of the technology within libraries
particularly through greater interoperability of RFID tags and equipment, and enhance support for resource

sha Ing Detween libraries.

Tagp that are currently used in libraries will use proprietary rules adopted by vendors orfellow
histpric national RFID models. In general, there will be no interoperability between tags with a
compliant with ISO 28560 and tags that carry a non-ISO 28560-compliant data model.

Se

ral countries have undertaken preliminary work on standardization. The Netherlands develd

model for public libraries and in Denmark “RFID Data Model for Libraries” has been published.
adopted the Danish model, but with a few changes. There is a French data.model that differs from
and|Dutch models. Other libraries in different parts of the world have installations based on various
systems offered by technology and library system suppliers. All of these constitute the installed base of RFID

sys

The
nati
inve
opti

Thig
part

Con
exa

ISO
be
diffd

ms, but only account for a small minority of the total of librariesglobally.

re is an opportunity to develop a standard data model, taking into account the lessons learn
bnal schemes and vendor solutions, and provide migration options for those libraries that h

bns can be adopted based on factors relevant to eagh-library.

part of ISO 28560 deals with data elements_and provides general guidelines for implement
5 of ISO 28560 describe encodings and choiee ‘of frequency.

nmunication between the RFID readeriand the library system (or other applications) is han
mple, SIP-2 and NCIP (see Bibliography).

28560 provides essential standards-based information about RFID in libraries. Ongoing advi
provided because of the eyolving nature of RFID technology, and the opportunities to migre
rent types of legacy systémand encoding rules of ISO 28560.

the rules of
data model

ped a data
Finland has
the Danish
proprietary

ed from the
hve already

sted in the technology. Because new items are continually being purchased, a number ¢f migration

ation. Other

dled by, for

ce needs to
te between
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Information and documentation — RFID in libraries —

Part 1:
Data elements and general guidelines for implementation

1
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Scope

part of ISO 28560 specifies a model for the use of radio frequency identification (RFID) ta
ropriate for the needs of all types of libraries, including academic, public, corporate, special ang

part of 1ISO 28560 provides the framework to ensure interoperability between libraries thg
ry items with RFID tags, the freedom of the library to acquire or renew equipment or library]
rent vendors and interoperability of a single RFID application from the vendor's perspective.

part of ISO 28560 specifies a set of data elements and general guidelines for implementation,
s for:

circulation of library items;

acquisition of library items;

interlibrary loan processes;

data requirements of publishers, printers and other suppliers of library items;
inventory and stock checking.of.items.

part of 1ISO 28560 gives_guidelines for item security, profiles, privacy, implementation, mig
gn and location of the(RFID label.

part of ISO 28560 specifies the data model, system data elements and user data elements tg
unction with 180.28560-2, ISO 28560-3 and any future parts of ISO 28560.

urce of additional information about implementation issues is provided in Annex A.

gs for items
school.

t exchange

items from

to meet the

ration, label

be used in

2

Normative references

The following referenced documents are indispensable for the application of this document. For dated
references, only the edition cited applies. For undated references, the latest edition of the referenced
document (including any amendments) applies.

ISO/IEC 15961-3, Information technology — Radio frequency identification (RFID) for item management: Data
protocol — Part 3: RFID data constructs
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3 Terms and definitions

For the purposes of this document, the following terms and definitions apply.
31

distributor

wholesaler that purchases products from manufacturers and sells them to retailers or other wholesalers

NOTE In the context of ISO 28560, a distributor is a wholesaler that purchases library materials such as books or
audiovisual materials from publishers and sells them to libraries or retailers.

3.2
interlibrary| loan
ILL
service whgre a library borrows an item from another library

3.3
item
unit tracked in a library system

NOTE An item, which can be a set (3.7), can be loanable or non-circulating, but is always loaned in its entirety.

34

jobber
specialized[distributor of library items that provides services such as the ‘attachment of labelling and electrpnic
information [to items to make them ready for immediate shelving uponarrival at the destination library

3.5
library management system
enterprise resource planning system for a library, used to.frack items owned, items loaned, orders made, |bills
paid, and patrons

NOTE Ih some countries, this is known as an integrated library system.

3.6
part
individual physical entity included in an(item

3.7
set
item consisfing of a number.of parts, all identified by the same item identifier and loaned in one transactiop as
a unit

3.8
supply chain

series of enities, typically beginning with a publisher and ending with a library, through which library matefials
flow as they are acquired by that library

4 User data elements

4.1 Overview of user data elements

Libraries may choose which data elements they want to store on the tag. It is unlikely that a library will place
all the listed data elements on the tag. A number of data elements are reserved for local use. They should be
ignored where the processing institution is not the owner of the item (as in ILL).

Table 1 lists the user data elements that are defined in ISO 28560.

2 © 1S0O 2011 — All rights reserved
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library item

N f th | 4
NA ame of t eb Description® Ref d S0 & 59e Status' Relationship9
data element mapping
1 | Primary item Unique identification [4.2.1 | Piece identifier Mandatory for None
identifier of an item at least circulated items
inside the library
2 |Content parameter |Specifies the 4.2.2 |[None May be mandatory |None
structure of the tag as specified in
data other parts of
ISO 28560
3 | | Owner institution The ISIL code for the |4.2.3 | Party identifier; Strongly Elemeénts 3 and 23
(ISIL) institution that owns Participant's recommended to are mufually
the item function create exclusivye
interoperability
4 | | Set information Number of parts in 4.2.4 |[Number of Optional None
item and ordinal part volumes;
number Component
5| | Type of usage Additional qualifying |4.2.5 |[None Optional None
information about the
item
6 | | Shelf location Code for location of [4.2.6 |Copy shelf locator | Optional None
the item
7 | | ONIX media format | ONIX media 4.2.7 |Record content Optional Data elgments 7, 8
descriptor type and 19 ghould be
consistefnt
8 | | MARC media MARC 21 category |[4.2.8 |Record content Optional Data elgments 7, 8
format of material descriptor type and 19 ghould be
consistent
9 | | Supplier identifier | Code for 4.2.9 |Party identifier; Optional None
identification of Participant's
supplier of the item function
10| [ Order number Number meaningful |4.2.10 |Request identifier | Optional None
to the library.and to
the supplier of the
item
11] [ ILL borrowing ISIL code for the 4.2.11 |Party identifier; Optional Data el¢ments 11
institution (ISIL) institution borrowing Participant's and 25 pre mutually
the item function exclusiye
12| | ILL borrowing Number identifying [4.2.12 |None Optional None
transaction\number | an interlibrary loan
transaction
13| | GS\product GTIN-13 code of 4.2.13 |Resource identifier | Optional Data elgments 13
identifier GSH1 code and 18 ghould be
consistént
14 | Alternative unique |Possibly encoding in [4.2.14 |None Reserved for future
item identifier new tag use
architectures
15 [Local data A Any locally defined |4.2.15 [None Optional None
purpose
16 |Local data B Any locally defined [4.2.16 |None Optional None
purpose
17 | Title The title/titles of the |4.2.17 | Title Optional None

© 1SO 2011 — All rights reserved
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Table 1 (continued)

N f th | 4
N? ame of t eb Description® Ref ¢ SO & 596 Status' Relationship9
data element mapping
18 | Product identifier Product identifier not |4.2.18 | Resource identifier | Optional Data elements 13
local based on GTIN-13 code and 18 should be
consistent
19 | Media format Media descriptor 4.2.19 |Record content Optional Data elements 7, 8
(other) other than ONIX or type and 19 should be
MARC consistent
20 |SupplyTiairstage | The stageof the 7. 2-20Nome Optiomat Nome
supply chain in
which the item
currently resides
21 | Supplier invoice Invoice number 4.2.21 |Invoice identifier Optional Nong
numbgr meaningful to the
library and to the
supplier of the item
22 | Alternative item Optional identifier for |4.2.22 |Piece identifier Optional None
identifier an item
23 Alternzlntive owner |Code for the library [4.2.23 | Party identifier; Optional Data elements 3
institution institution other than Participant's and 23 are mutyally
ISIL function exclusive
24 | Subsidiary of an Internal code defined [4.2.24 | Party identifier; Optional None
owner|institution within a library Participant's
institution function
25 | Alternative ILL Code for the ILL 4.2.25 |Party identifier; Optional Data elements 11
borrowing borrowing institution Participant's and 25 are mutyally
institufon other than ISIL function exclusive
26 |Local ¢lata C Any locally defined 4.2.26 [None Optional None
purpose
27 | Not dgfined 42:27 Reserved for future
use
28 | Not dgfined 4.2.28 Reserved for future
use
29 | Not dgfined 4.2.29 Reserved for future
use
30 |Not dgfined 4.2.30 Reserved for future
use
31 | Not dgfined 4.2.31 Reserved for future
use
@  This colymn specifies the data element number (N), i.e. the number identifying the data element.
b This colu
¢ This column specifies the data element description, i.e. a brief description about the purpose of the data element.
d

This column contains a reference to the clause where the data element is described.
This column contains the mapping to the corresponding data elements in ISO 8459. The mapping is for information.

This column classifies the data elements into categories (status).

9 This column specifies possible relationships to other data elements (relationship).

4 © 1S0O 2011 — All rights reserved
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4.2 Use of user data elements

4.2.1 Primary item identifier

The library's unique identification of an item shall be used as the primary item identifier. This data element is
required for circulation. It may be absent in the acquisition process.

The primary item identifier can be, but need not be equivalent to the (former) bar code. It may be decided at a
local or national level if the identifier should be unique outside the library and how this is to be achieved.

» increasing

The| content parameter data element specifies the structure of the tag data. The parameter can hgve different
fornps for the various possible encoding methodologies specified in other parts of SO 28560.

4.2.3 Owner institution (ISIL)
Thelowner institution (ISIL) data element is used for the ISIL code for theinstitution that owns the ifem.
The]ISIL code shall be as defined in ISO 15511.

The| list of ISIL agencies that are responsible for the issuing process of ISIL codes can He found at
http}//biblstandard.dk/isil/.

In exceptional cases, the ISIL code, or parts of the ISIL code, may be stored in data element 23|(alternative
owrler institution).

4.2.4 Setinformation

4241 General

If thp set information data elementis encoded, it shall consist of two components:
a) |“number of parts in item’; followed by

b) |“ordinal part number’,

as ppecified in,4.2.4.2 and 4.2.4.3. These two component parameters are used to idenfify various
perfnutations{relating to sets.

A single part item is the default case. A system reading a tag that does not contain the set information data
elemeént may assume that the item has only a single part.

4.2.4.2 Numbers of parts in item
For sets with only a single part, the “numbers of parts in item” component shall take the value “1”.
For sets with more than a single part, the “numbers of parts in item” component shall take a value in the

range 0 to 255, where a positive number indicates the total number of parts in the set, and 0 that the total
number is not known.

© 1SO 2011 — All rights reserved 5
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4243

Ordinal part number

For sets with only a single part, the “ordinal part number” component shall take the value “1”.

For sets with more than a single part, the “ordinal part number” component shall take a value in the range 0 to
255, under one of these two conditions.

— If all parts in the set carry an RFID tag, a positive ordinal part number corresponding to the placement of
the part in the set shall be assigned to each part.

— If only

some of the parts in the set carry an RFID tag. the first part shall be assigned the ordinal part

numbe
the set

4244 H
EXAMPLE 1
Number
Number
Number
EXAMPLE 2
Number
EXAMPLE 3
Number
EXAMPLE 4
Number
Number
Number
Number
NOTE1 1
a) itindica

b) itindica

[ 0, and the following parts an ordinal part number corresponding to the placement of the paft in
As a consequence, no part shall be assigned the ordinal part number 1.
xamples
A set with three parts, all with their own RFID tags:
of this part = 1 (first RFID tag): code = 31
of this part = 2 (second RFID tag): code = 32
of this part = 3 (third RFID tag): code = 33

A set consisting of a single part with one RFID tag:
of this part = 1: code = 11 (if present)
A set consists of 12 parts, and this is the fourth part:

of this part = 4 (fourth RFID tag): code = 1204

A set having four parts but one part doesnot carry an RFID tag:
of this part = 1 (first RFID tag): code =40
of this part = 2 (second RFIDtag): code =42
of this part = 3 (third RFID\tag): code =43

EXAMPLE 5

of this part = 4 (no(RFID tag)

he “0” of the first part serves two functions:

es thatwnet all parts have an RFID tag, and

eS-that this is the first part.

A set having an unknown number of parts or increasing in number of parts over time.

Number of this part = 1 (first RFID tag): code = 01
Number of this part = 2 (second RFID tag):  code = 02
Number of this part = 3 (third RFID tag): code =03
Number of this part = 4 (fourth RFID tag): code = 04

NOTE 2

The initial “0” indicates that the number of parts is not fixed.

© 1S0O 2011 — All rights reserved
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4.2.5 Type of usage

4.2.51 General

The type of usage data element provides additional qualifying information about the item, for example the type
of material and its use within the library. As synergies between RFID-enabled devices become more common,
this data element may be set dynamically by one RFID device for the benefit of another. If this data element is
encoded, it shall use the values specified in Annex C.

4.25.2 Examples

EXAMPLE 1 An acquisition item that arrives at a library can be processed automatically if it has the follgwing type of
usage parameters:

Main qualifier = 0 (Class = acquisition item)
Sub-qualifier = 1 (Sub-class = for automated processes)

EXAMPLE 2 If a similar acquisition item is only parameterized by a main qualifier, it can have the follqwing type of
usage parameters:

Main qualifier = 0 (Class = acquisition item)
Sub-qualifier is absent means that the sub-class is unspecified (identical to sub-qualifier value zero)

EXAMPLE 3 An item for circulation that has to be handled withcare and is not suited for automatic sgrting has the
follopving type of usage parameters:

Main qualifier = 1 (Class = item for circulation)

Sub-qualifier = 2 (Sub-class = not for automatic serting)

EXAMPLE 4 A discarded item that is offered for sale has the following type of usage parameters:
Main qualifier = 7 (Class = discarded ‘item)

Sub-qualifier = 1 (Sub-class s-for sale)
4.2.6 Shelf location
Thel|shelf location data"element holds the location of the item.

The| data elementimay take any value the library decides to use. The values reflect the library's shelf location
system and arejonly intended for use in the library owning the item.

Autpmaticisorting systems may use this data element for sorting purposes.

4.2.7 ONIX media format

The ONIX media format data element shall, if encoded, represent an ONIX media descriptor of two alphabetic
characters.

These media descriptors are based on the ONIX Books Product Form Code List, published and maintained by
EDItEUR"). Use the latest product form code from the ONIX Books Code Lists (see http://www.editeur.org).

1) EDIEUR is the international group coordinating development of the standards infrastructure for electronic commerce
in the book and serials industries.

© 1SO 2011 — All rights reserved 7
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4.2.8 MARC media format

The MARC media format data element shall, if encoded, represent a MARC 21 category of material

descriptor.

This media descriptor is a compound of two letters defined by positions 6 and 7 in the leader of a MARC 21
record. See http://www.loc.gov/marc/bibliographic.

4.2.9 Supplier identifier

The supplip identifier data element is used for identification of the si |pp|inr of the item

If a supplief code is determined by the purchasing library or its owner body (e.g. university, city, government)
there might|be structure rules already in place. If not, it is recommended to define a unique list onla natipnal
level. Annex D indicates a method using a country prefix.

4.2.10 Order number

The order qumber data element is used for an order number meaningful to the library and to the suppligr of
the item.

4.2.11 ILL porrowing institution (ISIL)

The ILL borfowing institution (ISIL) data element is used for identification‘of an institution borrowing the ite
When using this data element, the borrowing institution shall besrepresented by the ISIL code according to
ISO 15511.| The data element is formatted according to similarfules as defined for the owner institution (ISIL)
data elemént (4.2.3). The ILL borrowing institution (ISIL)_data element and the alternative ILL borroying
institution dpta element (4.2.25) are mutually exclusive.

4.2.12 ILL porrowing transaction number

The ILL borfowing transaction number data elément is used to identify an ILL transaction.

The ILL bofrowing transaction number istassigned by the ILL transaction processing system and encoded by
the lending finstitution to identify an interlibrary loan transaction. The structure of the number is locally defined.
4.2.13 GS1 product identifier

The GS1 product identifier‘data element shall, if encoded, be used to store the GTIN-13 code of GS12).

The Global[Trade ItemNumber (GTIN) is a code that identifies the product and not the individual item.

The GTIN-13 has(13 digits and is commonly seen on retail products in a bar code format and is (withouf the
check digit){also ‘an element of tags used in retail that follow the electronic product code scheme of GS1/EPC
Global. The-6TFtN=t3codeiscommonty cattedthe-BPEcodesHm the-United-States,andmother partsof the

world it is known as the EAN-13 code?).

The GTIN-1

3 code includes the encoding of:

— the ISBN, with the prefixes “978” and “979”;

2)
3)

4) Europea

The Universal Product Code (UPC) is a specific type of bar code used for tracking trade items.

n Article Number (EAN) 13 digit code.

GS1 is a global organization for standards and solutions to supply and demand chains globally and across sectors.

© 1S0O 2011 — All rights reserved
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the ISSN with the prefix “9777;

the ISMN with the prefix “979”.

The code structure for CDs, DVDs and other products without formal registration codes follows conventional
GS1 rules. This means that for many products that originate in the United States, the code shall be expanded
with leading zeros to conform to the 13-digit structure. Codes on products from most other countries use the
full 13-digit structure. Encoding everything in a 13-digit structure is important because the final digit is a check

digi

4.2,

t that may be used for validation processes in some systems.

14 Alternati iaue item identifier

Thig data element is reserved for possibly encoding in new tag architectures.

4.2.

15 Local data A

Thel local data A data element is used for any locally defined purpose. The structure and formatti

defi

4.2.

hed.

16 Local data B

Thel local data B data element is used for any locally defined purpdse. The structure and formatti

defi

4.2.

hed.

17 Title

Theltitle data element holds the title or titles of the library item.

4.2.

The)

18 Product identifier local

hg is locally

hg is locally

product identifier local data element is\ised for a product code not based on the GTIN-13 codgs.

Thig data element may be used for items that do not have a GTIN-13 code, or for which the GTIN-13 code is

not
sup

4.2.

known or not adequate. This,_enables information systems linked to various code struc
ported by the RFID system.

19 Media format (othen)

Thel media format (other) data element represents any media descriptor other than ONIX or MARC

4.2.

P0 Supply chain stage

The| supply-chain stage data element is used to identify the stage of the supply chain in whi
currentlysresides. While current practice is for individual library institutions to add RFID tags t
material, this data element might become significant if tagging becomes more common at “upstr:
of the library material supply chain.

ures to be

Ch the item
b their own
am” stages

Table 2 lists the supply chain stage code decimal values that shall be used if this data element is encoded.
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Table 2 — Supply chain stage code

Supply chain stage code Supply chain stage
16 Manufacturer
24 Publisher
32 Distributor
48 Jobber
64 Library

Other valusg
been defing
“undefined”

4.2.21 Supplier invoice number

The supplig
library and {

This data &
acquisitiong

4.2.22 Alternative item identifier

The alterna

This data e

contain othér identifiers as deemed necessary.

4.2.23 Alternative owner institution

The alternative owner institution data element is used for an alternative identification of the library institu
(i.e. not ISIL).

The data el

easily be converted into an IStL-eompliant scheme. This data element may be used in exceptional case

the ISIL coq

4.2.24 Subsidiary of-an owner institution

The subsidi
e.g. a brang

s for supply chain stage are reserved for future use and may only be encoded onceg jthey Hh
d in future editions of this part of ISO 28560. For this specific data element, the value\{0” indic

r invoice number data element is used for a locally designated invoice-number meaningful to
o the supplier of the library material.

lement may be left permanently written to the tag or it may<e used only temporarily during
process.

ive item identifier data element is used for a locally designated optional identifier.

ement may be temporary and have only localkmeaning as during an acquisitions process or it

~

ement may be used,-for’example, where a library identifier scheme pre-dates the ISIL and ca

e, or parts of the JSIL code (see 4.2.3).

ary ofian owner institution data element is used to refine the identity to a level lower than the |
hrorcollection. As such it is an internal code defined within a library institution.

ave
htes

the

an

may

tion

hnot
5 for

SIL,

4.2.25 Alte

rnative ILL borrowing institution

The alternative ILL borrowing institution data element is used for an alternative code for the ILL borrowing

institution (i

.e. not ISIL).

This data element and the ILL borrowing institution (ISIL) data element (4.2.11) are mutually exclusive and

only one of

them shall be encoded on the tag.

4.2.26 Local data C

The local data C data element is used for any locally defined purpose. The structure and formatting is locally

defined.

10
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4.2.27 Reserved data element

Data element reserved for future use.

4.2.28 Reserved data element

Data element reserved for future use.

4.2.29 Reserved data element

Dat

4.2.

Dat

4.2.

Dat

4.3

Pen
pub

5.1
Mar

diffe
acr

5.2

5.2,

ISO
ider

The)
ISO

1 + I fordh
H CICITICTIL TCSTIVEU TUI TULWUTT USC.

30 Reserved data element
h element reserved for future use.

31 Reserved data element

h element reserved for future use.

Maintenance of the list of data elements used
ding proposals for additional data elements and planned allocations for reserved data element

ished on the website given in Annex A.

System data elements

System data versus user data
y tags have organized their memary_in such a way that the user and the system data a

rent memory compartments. Other parts of ISO 28560 provide the details of all the system dg
Licial role in the system architecture. Subclause 5.2 describes the most important system data.

System data elementsfor identification and item security in libraries

1 General

tifiers for REID for item management.

AFI, the data format and the object identifiers for RFID for item management shall be in acco
IEC.15961-3.

s should be

e stored in
ta that play

IEC 15961-3-defines the rules for the application family identifier (AFl), the data format ang the object

rdance with

5.2.2 Application family identifier (AFI)

The AFI is a single byte code, often in the system memory of the tag, used as a tag selection mechanism
across the air interface to minimise the extent of communication transaction time with tags that do not carry
the relevant AFI code.

The hexadecimal value C2,cy for AFIl has been assigned by the Registration Authority for ISO/IEC 15961-2

(http://is015961.nen.nl) explicitly for library use.

A library may use the AFIl in one of two ways.

© 1SO 2011 — All rights reserved
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— It may use a single AFI, the value C2,gyx assigned under the registration of ISO/IEC 15961-2. This
distinguishes library items from all others, and avoids the risk of an RFID reader in another domain
reading the RFID tag on a loan item and confusing its encoded content with data in an application outside
the library domain. It also enables a library system to reject items that carry a different AFI code, possibly
from another domain visited by a client.

The AFI may additionally be used as part of an “item security system” where the AFI value C2, gy is

written to tags for items that are on loan to a client. When the books are returned, an in-stock AFI (07,
as defined in ISO/IEC 15961-3) is written to the tag.

RFID tags that comply with ISO 28560 have a mandatory AF| system data element and should only use one

of the two
institution (I

The AFI ha
Once locke

system where two values of the AFI are used, one for on-loan items and one for in-sto€k items. If g

security me
libraries sh
interlibrary

its possess

Various approaches may be used for securing library items against unautherized removal. The choice o

item securi
develop pa
comment o

5.2.3 Data storage format identifier (DSFID)

The DSFID
other words
usually sup

For tags en

the acg

the d4
(http://i

AF| values that are listed above. The AFI together with the primary item identifier and ,ov
SIL) guarantee global uniqueness of the item (see Annex B).

5 a feature that enables the application to specify that the AFI is to be locked, or to be\left unlog
d, the AFI cannot be unlocked. The AFI shall not be locked if it is used as part ofcar item sec

chanisms are used, then the AFl may be locked at the individual library's discretion. Before loc
puld give consideration to the item's use in other libraries through co-operative arrangement
oans (for example, if the recipient library wanted to use the AFI for seeurity while the item w3
on even though the donor library did not).

y system is outside the scope of ISO 28560 and it is the_responsibility of solution providen
rticular schemes for libraries to choose. Some options .aré. discussed in Annex E, without
N their particular merits. Combinations of these options may*also be provided in particular syste

may be present in certain types of tags as asystem data element. If the DSFID is hard code
has a specific memory allocation, then the write-DSFID command in the air interface protoc
pborted by a lock-DSFID command.

Coded in accordance with 1ISO 28560-2, the value of DSFID comprises two components:

ess method defined in ISO 28560 of 00g|\aRY:

ta format of 00110gNary assigned by the Registration Authority for ISO/IEC 159¢
5015961.nen.nl) explicitly for library use.

When thesq
with ISO 28

The DSFID

Two DSFIO

are combineds they produce a DSFID value of 06y to be used for tags encoded in accordg
560-2.

value 3Ejpgy is used for tags encoded in accordance with ISO 28560-3.

values (1Ejex and SEpey) may be used for migration purposes for tags that are not comp

yner

ked.
irity
ther
king,
S or
sin

f an
S to
any
ms.

1, in
D| is

b1-2

nce

iant

with 1ISO 2

obU.

Other DSFID values shall not be used until assigned for use in this part of ISO 28560.

5.2.4 Unique tag ID

All compliant ISO/IEC 18000-3 Mode 1 tags have a unique tag ID programmed by the integrated circuit
manufacturer in a non-volatile memory. One of the options for item security uses this system data field.

Further info

12

rmation is given in Annex E.
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5.2.5 Electronic article surveillance (EAS)

Some tags have a system data field that is dedicated to item security, the EAS field. The technologies for
these EAS item security systems are proprietary. The use of EAS is described in Annex E.

6 Tools for data security and integrity

When data elements are not programmed in non-volatile memory or are not locked, they can be modified by
unauthorized persons. This part of ISO 28560 does not specify methods for maintaining the integrity of the
data.—However,as described for AEl values in 5.2.2, Inr‘l(ing of the data stored inthe tag-user-memory is a
posgible method. Some types of tag hardware may provide additional (often proprietary) security:tgols such as
the following.

System, or user data fields, or both, can be protected by passwords. Initial writing or modify
requires knowing a password.

ng the data

Access to most of the data is blocked when the item is on loan. This is ofteén called the “priva
atag. There is a command to “wake up” the tag.

Cy mode” of

7 |Regional and business profiling

7.1| Elements for profiles
Thidg
ort
deg

to libraries
h which the
f the profile.

part of ISO 28560 provides an abstract list of data eléments and leaves a degree of freedon
b their vendors when implementing an RFID system> A group of libraries may define profiles i
ree of freedom becomes more restricted. One or-more of the following restrictions can be part ¢

f or include
D guarantee

A set of data elements can be made mandatory in a profile. In many cases, this can consist ¢
the owner institution (ISIL) data element'because adding the ISIL code is the only method t
global uniqueness.

The list of user data elements’ contains alternatives. A profile may exclude certain (alterpative) data
elements and may then mandate the use of a related data element. The exclusion of non-IS|L forms for

the owner institution and-fer'the ILL borrowing institution are examples. Another example is
the three media formats is’mandated when information on the media type is stored on the tag.

A profile may forbid\the use of certain data elements, for example the title data element. Or i
the use of a data“element unless special data protection methods have been implemented,
being blockedfor an item on loan.

A profilesmay contain rules to guarantee data security. A requirement can be that certain da
are/locked, or are ready to be locked. This is especially relevant for the data elements that

7.2

ts may also be an option, but this is likely g

that one of

may forbid
like the tag

la elements
identify the
proprietary

A profile may contain guidance on privacy. For instance, in certain regions it might be unacceptable to
include the title of an item or its product identifier information beyond the point in the supply chain where

the item is added to the collection.

A profile may define, for a regional or national jurisdiction, the usage of a local data element.

Regional profiles

Regional profiling means that the profile is agreed among libraries on a regional basis, where “regional” may
refer to a city, region, nation or (small) language area.

© 1SO 2011 — All rights reserved
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7.3 Business profiles

Groups of libraries may also agree on a profile in order to support certain business models. These libraries are
not necessarily grouped on a regional basis. International ILL schemes of academic libraries are an example.
Regional profiles may also have the character of business profiing when they support certain business
processes, for example automatic processing of acquisition items.

EXAMPLE 1 For interlibrary loans (ILL), in most cases a set is required with:

Primary item identifier

Owner ipstitution (ISIL)

This is requifed to make the item globally unique and recognisable as not belonging to the library's own collgction by the
receiving ILL{institution.

EXAMPLE 2 For interlibrary loans, an even larger set can be agreed:
Primary|item identifier
Owner ipstitution (ISIL)
ILL borrpwing institution (ISIL), for item on loan via ILL
ILL borrpwing transaction number, for item on loan via ILL

EXAMPLE 3 When new acquisitions are tagged by the jobber, the set.of data elements agreed between jobber|and
library may be:

Supplief identifier
Order number
An automati¢ system in the library will recognise that the item is a new item, for example because the primary identifier
element is sfjll empty. The primary item identifier is"added to the tag and if desirable, the data elements that relate t¢ the
acquisition pfocess are removed.
EXAMPLE 4 For these new acquisitions tagged by the jobber the set may be larger:
Supplief identifier
Order nimber
GS1 prgduct identifier

Supply ¢hain stage

The websit¢ @iven in Annex A can provide more detailed examples of profiles that have been implemerjted,

f f £ : n n £ : 1o 1O 090EAN
|nC|Ud|ng SCMeProthesHSyStemSotrConrormmMgtoToOZ0000:

8 Privacy issues

Because ISO 28560 is likely to be implemented in different legal domains, it is not possible to provide detailed
advice about privacy with respect to national laws. Also, the nature of the relationship between the patron and
the library can have implications for the application of privacy laws. For example, employees in a
company-based library have different privacy concerns than citizens using a public library.

As a general rule, no personal data (either direct or indirect) that identifies an individual patron should be
encoded on the RFID tag affixed to a library item.

14 © 1SO 2011 — Al rights reserved


https://standardsiso.com/api/?name=3d93963a14ef7b636168f68523d81126

ISO 28560-1:2011(E)

If there is concern that identifying the item has privacy implications, then explicit identifiers such as the title,
the GS1 product identifier or product identifier local should not be encoded on the RFID tag. This concern for
privacy needs to be balanced by the fact that other RFID applications might well provide such codes on

products purchased through retail outlets.

9 Implementation and migration
9.1 New RFID implementations
An

or advice should give consideration to the use of ISO 28560. Depending on the time that the implementation is

bei
sta
are
fro

Ong
are
acc

9.2

Bef
sub
mig
imp
indi
The)

con
wheg

prepared to supply items with RFID labels*fixed and even encoded.

9.3

Eve
sho
for |

to the default value of-zero (00,x). If the AFI value was used for security purposes, it would ha

g considered, particularly immediately after publication of 1SO 28560, vendors might (be at
es of their development and support for ISO 28560. In situations where not all features lare su
onsidered essential for the library system, the institution should seek a development path ar
the vendor.

e ISO 28560 becomes widely adopted, there will be an increasing choice particularly of RFID
compliant with 1ISO 28560. New devices should be interoperable with(any existing devices
brdance with 1ISO 28560.

Migration for regional models

bre the publication of ISO 28560, some implementations. of RFID item management in lib
ect to regional implementation strategies. It might be expéected that in this case, the decision
rate to 1SO 28560 should not be taken by an individual library, but on the basis of
ementation strategy. This is certainly needed when*tagging of new acquisitions is not exeq
idual library but by one or more jobbers with a large scale impact in the region.

decision to migrate to a data model based on ISO 28560 depends on many economic and
biderations that are beyond the scope of\ISO 28560. Some of the factors that will influence
ther vendors are offering features in @pplications that are considered beneficial, or whether

Use of the correct AFl.value

h if a decision is taken-to postpone migration to a system compliant with ISO 28560, the corre
ild be used, especially-for new acquisitions. As many libraries introduced RFID tags before a
braries was allocated; the existing RFID tags have an incorrect AFI value. The AFI value was

incomplete
pported but
d timetable

jevices that
installed in

raries were
br advice to
a regional
uted by an

operational
change are
jobbers are

ct AF| value
h AFI value
usually set
ve a pair of

incgrrect AFI valdes-

9.4| Discrimination between ISO 28560-compliant and non-compliant tags

Dur|ng-a changeover or when items from non-compliant libraries mix with those of compliant ones, there is a
nee - - The DSFID

value of a non-compliant RFID tag is also likely to be zero (00gx). There is also the possibility that no DSFID
field exists on the non-compliant RFID tags as not all tags have this system data.

Thus, the AFI and DSFID values make it possible to differentiate non-compliant from compliant RFID tags as
follows:

tags that were distributed before correct AFI values were allocated,;
non-compliant tags with correct AFI values;

tags compliant with ISO 28560.

© 1SO 2011 — All rights reserved
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Table 3 indicates the system data for AFI and DSFID on non-ISO 28560-compliant tags and
ISO 28560-compliant tags.

Table 3 — AFIl and DSFID values on non-ISO 28560-compliant tags

Type of tag AFI value DSFID value

Non-ISO 28560-compliant tag distributed before AFI value | Likely to be zero Likely to be zero or absent
was allocated and without a dual AFI value for item security

Non-ISO 28560-compliant tag distributed before AFI value | Any pair of AFI values is Likely to be zero or absent

was allocated and with a dual AF| value for item security possible

Non-ISO 28560-compliant tag with correct AFl value and|C2ygx (possibly locked) Likely to be zero or absent

without a dupl AFI value for item security

Non-ISO 28560-compliant tag with correct AFI value and |C2ygx (out on loan) and Likely to be zero or absent

with a dual AFI value for item security 07xex (in stock)

Tags complignt with ISO 28560 C24ex (out on loan) and As defined in other partp of
07Hgx (in stock) 1ISO28560

In many cases, it will be possible to use one or both of these system data glements for the discrimingtion
process dufing a change over period within a library. There are other mechanisms that could be used |and
implemented in software, but these will be less generic.

9.5 Migrations of ISO/IEC 18000-3 Mode 1 RFID tags

Most regional or proprietary vendor implementations made before ISO 28560 are based on RFID tags tha{ are
compatible| with ISO/IEC 18000-3 Mode 1. RFID.& products may also be defined | as
“ISO/IEC 1$693-conformant”, because these are based:on integrated circuits that were originally used for
smart card fechnology. Especially for these ISO/IEC 18000-3 Mode 1 tags, a discrimination method between
ISO 28560 pompliant tags and non-compliant tags sheuld be defined.

When a migration strategy is designed for the installed base of tags, discussions should take place with the
RFID tag supplier, and supplier of printer encoders and RFID readers. The specific features of the products
already installed should be defined and eompared with the RFID tag requirement of ISO 28560. AlthougH the
air interfacg protocol is the same, thel detailed features may differ between tags and devices from diffdrent
vendors.

9.6 Migrations of other RFID tag technologies

Where RFID tags do not.conform to the requirements of ISO/IEC 18000-3 Mode 1, there are still possibilities
for a migratjon with reuse of the installed base of tag hardware and RFID equipment.

If the RFID [tag operates at 13,56 MHz, it might be possible to utilize the ISO/IEC18000-3 Mode 1 tag for hew
acquisitiong er.tag replacements, because some aspects of the air interface protocol are similar. Effectiyely,
what is required-is—te-introduce—a—system-that-suppertis—rultiplo—airinterface—protocels—Fhis—wouldprebably

require an upgrade and installation of components for interrogators and printer encoders, with the latter type
of device probably presenting a more complex challenge.

If the vendor of the RFID equipment can support migration through the installation of upgraded components
and possibly devices, then the advice provided in 9.5 is generally applicable.

If an RFID system is operating at a different frequency (for example 125 kHz to 135 kHz or 2,45 GHz) then a
significantly more complex challenge exists with radio frequency. RFID systems that operate at frequencies
other than 13,56 MHz have significantly different operational features, and the library system is likely to
require a significant upgrade of devices to ensure that the system operates on a dual-frequency basis. Such
technological developments are possible, and some are taking place for particular frequencies and particular
air interface protocols. Addressing this challenge is beyond the scope of ISO 28560.
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9.7 Conversion methodologies

The simplest plan to convert the data on an existing tag to be compliant with ISO 28560 is to erase all the data
on the RFID tag and overwrite according to ISO 28560. This procedure is not possible if any of the data is
locked on the existing tag. The option then exists to maintain both systems in parallel, at least for RFID tags
with locked data elements until the number of legacy tags is relatively small to cost-justify a replacement RFID
tag.

The changeover process can be managed in a number of ways from a gradual changeover, possibly as items
are returned, to a more accelerated programme. This choice is left to the discretion of the individual library,
given that however short the changeover programme, there may be a requirement to maintain in parallel both
the previous system and the system compatible with ISO 28560.

9.8| Preservation of business profiles during migration
A particular business profile may be in place in the previous system, and discussions-should tak¢ place with
venflors to ensure that these business functions are also supported in the new system compliant with

1ISO|28560. There are no features in 1ISO 28560 that can impede particular business operations|as existing
data elements in the previous systems can have their equivalent in ISO 28560:

10 |Label design and location of the label

10.1 Label design

ISO[28560 places no constraints on the size, or design, of, the label associated with the RFID tag. Individual
institutions should take into account that:

— |suppliers might impose some constraints on the label size and design options, including the choice of bar
code symbology and the placement of this-and any eye-readable information;

— |the amount and detail of information_that should be encoded on the label is primarily subject to local
requirements, which might includé taking into account privacy concerns.

From a design perspective, care.should be taken when over-printing RFID labels so as not to damage the chip
or honding that joins the chip-and the antenna. In addition to this being an ongoing design congideration, it
alsq needs to be taken into-account when considering a change of media or suppliers. Thgre may be
rences in the capabilities of different suppliers to meet particular design requirements, arjd so some

Different types of loan item are constructed of different media. For example, books are construct¢d mainly of
organic¢cmaterial and CDs and DVDs have a metal content. The location of a tag should not [mpede the
playing-of CDs and DVDs. ISO 28560 places no constraints on the Iocat|on of RFID tag labels jon different
type e proprietary,
that meet performance requwements As there are ongoing developments of the technology thls could result
in new form factors of RFID tags and labels that are suitable for particular types of loan item and improved
performance.
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Annex A
(informative)

Information about ISO 28560 RFID in libraries

A.1 Informational website

The Danish

Agency for Libraries and Media hosts a website with additional information about ISO 28560:

http://biblstgandard.dk/rfid

Danish Agency for Libraries and Media

Digital Deve¢lopment and Infrastructure

Copenhagen,

Denmark

Email: rfid@bs.dk

A.2 Types of support information

At the time pf publication of ISO 28560, two items of information.have been identified. These are listed be

together with the URL of the continually updated material.

— REFID in libraries. Links to external materials
http://b|blstandard.dk/rfid/docs/RFID-in-libraries-Links-external

— RFID in libraries. Q&A http://biblstandard.dk/ffid/docs/RFID-in-libraries-g-and-a

Other material may be published in «future, and this may be publicized and made availablg

http://biblstandard.dk/rfid.

18
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Annex B
(informative)

Uniqueness of RFID tags

Figure B.1 shows four sets of tagged items relevant for the issue of uniqueness.

-1:2011(E)

A WODN -~

If ea
entd
the
boo
add
AFI

I

bl tagged items within a specific library or group of libraries
bll tagged items in the library domain

bl item with tags based on ISO standards

he universe of all items with RFID\tags

Figure B.1 — A Venn diagram indicating restricted versus global uniqueness

ch of the sets in-{he diagram in Figure B.1 was closed in the sense that no tagged item from o
r, the uniqueness issue would only need to consider the tags in this specific set. But this is 1
case. Even 'in-a specific library, tagged items from outside could enter. It could be interlibrary-I¢
ks tagged.from the publisher and it could even be a non-book object bought in a store. TH
tion af.necessary information on the library item tags to secure global uniqueness should be gi

itside could
ormally not
aned items,
erefore the
ven, i.e. the

(ISl

| )(see 4.2.3).

(as*defined in 5.2.2) and the user data elements primary item identifier (see 4.2.1) and ownTr institution
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Annex C
(normative)

Type of usage code values (hexadecimal)

The type of usage data element may be a single digit hexadecimal code (main qualifier) or it may be a two
digit hexadecimal code (main qualifier and sub-qualifier).

The main q
the primary

An 1SO 28360-compliant system shall be able to support values 0 to 9 of the main qualifier. Support of g
br values and support of the sub-qualifier values is optional.

main qualifi

The maxim

usage class.

Lalifier specifies a primary usage class and the sub-qualifier specifies a more detailed usage W

Um number of main qualifiers is 16. For each main qualifier the maximum number of sub-quali
is 16. Valugs may be indicated “for future use”. These are reserved for future assignment by ISO. The us

values proposed after the publication of ISO 28560 can be found on the website given in Annex A.

The list of vplues for the main qualifier and the sub-qualifier is provided in TableC.1.

Table C.1 — Usage code values

thin

ther

iers
e of

qllj\gTilf?er Class Sub-ﬂ::lifier Usage
hex
0 Acquisition item 0 Acquisition item, unspecified
1 Acquisition item, for automated process
2 Acquisition item, for manual process
3t F For future use within the class
1 Item for circulation 0 Circulating item, unspecified
1 Circulating item, for automatic sorting
2 Circulating item, not for automatic sorting
3toF For future use within the class
2 Item not for cifculation 0 Non-circulating item, unspecified
1toF For future use within the class
3to4 For localluse 0 For local use, unspecified sub-class
1toF For local use within the class
5 For future use 0 For future use, unspecified sub-class
1toF For future use within the class
o |Noimormaton sboutusage| O | e e efusage oms ement s ack, with s e o
on the tag encoded as a 6.
1toF Not to be used
7 Discarded item 0 Discarded item, unspecified
1 Discarded item, for sale
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Table C.1 (continued)

qtll\gellilf?er Class Sub-g:;lifier Usage
hex
2 Discarded item, sold
3 Discarded item, for disposal
4toF For future use within the class
8 Patron card 0 Patron card, unspecified
1 Patron card, adult borrower
2 Patron card, young adult borrower
3 Patron card, standard child borrower
4toF For future use within the class
9 Library equipment 0 Library equipment, unspeeified
1 Personal computer
2 Video projector,
3 Overhead projector
4 Whiteboard
5toF Forfuture use within the class
AtoF For future use 0 For future use, unspecified sub-class
1toF For future use within the class
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Annex D
(informative)

Country prefixes for supplier identifier

When tagging occurs by the supplier and not by the library, automatic handling of new acquisitions becomes
possible. In this case, it is recommended to identify the supplier in the following form:

— the alpha-2 country code (two Latin characters) as defined in ISO 3166-1 for the supplier's country of

origin;

— oneor

more characters to identify the supplier.

In each country an organization can be made responsible for the administration of this ordering. This couldl be

the same o
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ganization as in the national structure to administer the national ISIL codes.
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