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Foreword

ISO (the International Organization for Standardization)rand IEC (the
International Electrotechnical Commission) form a specialized syptem for
worldwide standardization. National bodies that are members of ISO or IEC
participate in the development of International Standards through fechnical
committees established by the respective organizatiento deal with particular
fields of technical activity. ISO and IEC technical committees collaborate in
fields of mutual interest. Other international erganizations, governmental or
non-governmental, in liaison with ISO and IEC;.also take part in the work.

In the field of information technology, ISOand IEC have established a joint
technical committee, 1ISO/IEC JTC1~In"addition to developing Intefnational
Standards, ISO/IEC JTC1 has created a Special Group on Functional Stan-
dardization for the elaboration of.International Standardized Profiles.

An International Standardized Profile is an internationally agreed, hafmonized
document which identifies‘a)standard or group of standards, togethern with op-
tions and parameters, necessary to accomplish a function or set of furjctions.

Draft International Standardized Profiles are circulated to national bpdies for
voting. Publicatiof’as an International Standardized Profile requires @approval
by at least 75 %.of the national bodies casting a vote.

This part of1ISO/IEC ISP 11 188 was prepared with the collaboration of
= Asia-Oceania Workshop (AOW);
- European Workshop for Open Systems (EWOS);
- OSE Implementors Workshop (OIW).

ISO/IEC ISP 11188 consists of the following parts, under the gereral title
Information technology - International Standardized Profile - Commpn upper
layers requirements :

- Part 1 : Basic connection oriented requirements
- Part 2 : Basic connection oriented requirements for ROSE-based Prpfiles

- Part 3 : Minimal OSI upper layer facilities

Annexes A and B form an integral part of this part of ISO/IEC ISP 11188.
Annex C is for information only.
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This part|of ISO/IEC ISP 11188 is defined within the context of Functional
Standardjzation, in accordance with the principles specified by ISO/IEC
TR 10000, "Framework and Taxonomy of International Standardized Profiles".
The contéxt of Functional Standardization is one part of the overall field of
Informatipn Technology (IT) standardization activities, covering base stan-
dards, profiles, and registration mechanisms. A profile defines a combination
of base standards that collectively perform a specific well-defined IT function.
Profiles standardize the use of options and other variations in the base stan-
dards, ard provide a basis for the development of uniform, internationally
recognizgd system tests.

ISO/IEC

SP 11188 as a multi-part ISP specifies general requirements-on the

use of O$l connection-mode protocols by A-profiles. These are identified as
"Common Upper Layer Requirements".

The partg of this multi-part ISP can be referenced normatively/by other ISPs or

referenci
requirem

xg specifications. In addition, a referencing ISP:may specity further
nts on the protocols, provided it does not contradict this ISP.

The purppse of this multi-part ISP is to provide comion text for ISPs or other

referenci

ng specifications which specify A-profiles. In addition to simplifying

their draffing, it also facilitates the common implementation of the protocols for
use in different A-profile contexts.

This part|of ISO/IEC 11188 specifiesthe use of the connection-mode proto-

cols of th

b ACSE, Presentation and Session layers of OSI.
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Information technology - International Standardized
Profile - Common upper layers requirements -

Part 1:

Basic connection oriented requirements

Scope

General

Thip part of ISO/IEC ISP 11188 specifies the common
upper layers elements of A-profiles (see TR 10000-2,
5.9.3). The common elements are specified by
ref¢rence to OSI connection-mode standards for the
ACPBE protocol, the presentation layer protocol, and the
segsion layer protocol.

A dpecification defining an A-profile (see TR 10000-2,
5.5{3) may reference this part of ISO/IEC ISP 11188 as
a cpmmon basis for the selection of elements of the up-
petl layers protocols (ACSE, presentation and session)

ted by a statement of the specific upper layers
reduirements of the referencing specification for the
of ACSE, presentation and session protocol
dards.

rest of the A-profile definition, including, fer-in-
ce, its use of standards for Application _Service

rofile, and therefore has no-place within the taxon-
of TR 10000-2.

Scenario

angl session\services and protocols (see figure 1).

2 Compliance

2.1 Compliance statement

A referencing specification may-use the requirements
in this part of ISO/IEC ISP 11188 and claim compliance
to them, in one of the following ways:

a) The referencing specification does not| duplicate
any of the requirements of this part of ISD/IEC ISP
11188 within_its.own specifications and ipstead re-
quires the implementation to conform fo the re-
quirements of this part of ISO/IEC ISP 1]188. This
is the preferred method.

b) TheZreferencing specification replicates|all of the
requirements of this part of ISO/IEC 1SP| 11188 as
part of its requirements and related copformance
statements.

In the case of (b), a reference to this part qf ISO/IEC
ISP 11188 shall be included in clause 1 (Scope) as well
as in clause 3 (Normative references) of thg referenc-
ing specification.

2.1.1 A referencing specification that replicates all
of the requirements of this part of ISO/IEC ISP 11188
complies if the specific upper layers requirements of
the referencing specification do not confligt with the
requirements of this part of ISO/IEC ISP 11188.

2.1.2 A specification that reqpires an
implementation to conform to the reqliirements
contained within this part of ISO/IEC I$P 11188
complies if

a) the conformance requirement of the referencing
specification states that an implementation shall
conform to the requirements of this part ¢f ISO/IEC
ISP 11188; and

b) the specific upper layers requiremerjts of the
referencing specification do not confligt with the
requi i 11188.

ASE ASE
ACSE ACSE
Presentation Presentation
Session Session

Transport service provider

Figure 1 - Model of the supportive layers

2.1.3 This part of ISO/IEC ISP 11188 states re-
quirements upon implementations to achieve inter-
working.

A claim of compliance is a claim that all requirements in
the relevant base standards are satisfied, and that all
requirements in this part of ISO/IEC ISP 11188 are sat-
isfied. Annex A states the relationship between these
requirements and those of the base standards.

Optional features of the referenced base standards for
which no requirement is specified in clauses 6, 7, 8, 9
or in annex A, are considered as open for referencing
specifications (see table 1 for a definition of "open").
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2.2 Relationship with base standards

A compliant referencing specification shall require an
implementation that claims conformance to the refer-
encing specification to include the aspects specified in
2.2.1 through 2.2.4.

221 ACSE conformance

To conform to the Association Control Service Element
(ACSE) protocol as constrained by this part of ISO/IEC
ISP 11188, either the X.410-1984 mode, or the normal

© ISO/IEC

- ITU-T Recommendation X.225 (1994) | ISO/IEC
8327-1:....2), Information technology - Open
Systems Interconnection - Connection-oriented
session protocol : Protocol specification.

- ITU-T Recommendation X.226 (1994) | ISO/IEC
8823-1:1994, [Information technology - Open
Systems Interconnection - Connection-oriented
presentation protocol : Protocol specification.

- ITU-T Recommendation X.227 (1994) | ISO/IEC
8650-1:....3), Information technology - Open

mode, or both shall be implemented.

222 resentation layer conformance

To conform|to the presentation protocol as constrained
by this part of ISO/IEC ISP 11188, implementations
shall implernent either the normal mode or the X.410-
1984 mode or both and shall implement the initiator role,
responder rfole, or both roles, compatible with those in
ACSE (identified in clause A.5).

223 ransfer syntax conformance

An implemdntation shall support the "Basic Encoding of
a single A9N.1 type" (BER) as specified in ITU-T Rec.
X.690 | ISQVIEC 8825-1, except where the referencing
specification or the associated base standard
specifies spme other mandatory encoding, together
with the additional rules defined in clause 8, for the
generation [of protocol encoding specified in ASN.1.
The referefcing specification may require support of
this or other transfer syntaxes for any abstract
syntaxes which it defines.

NOTE - At the time of publication, the BER was adequate to

satisfy all|proposed profiles.

2.2.4 Session layer conformance

To conforn] to the session protocol as constrained by
this part of |ISO/IEC ISP 11188, implementations shall
implement pll the features identified in A:B.as required
to be implefnented.

3 Normative references

The following ITU-T Recommendations and Interna-
tional Standlards contaif.provisions which, through ref-
erence in this text, constitute provisions of this part of
ISO/IEC ISP 11188, At the time of publication, the
editions indjcated were valid. All Recommendations and
Internationpl.Standards are subject to revision, and
partiesto dgreements-based-on-thisparto Q
ISP 11188 are encouraged to investigate the possibility
of applying the most recent edition of the
Recommendations and International Standards
indicated below. Members of IEC and |SO maintain
registers of currently valid International Standards and
ISPs. The ITU-T secretariat maintains a list of currently
valid Recommendations.

3.1 Identical Recommendations | Inter-
national Standards

- ITU-T Recommendation X.200 (1994) | ISO/IEC
7498-1:1994, Information technology - Open
Systems Interconnection - Basic Reference Model:
The Basic Model.

Systems Interconnection - Connection-oriented
protocol for the Association Control Sefvige
Element : Protocol specification.

- ITU-T Recommendation X.245 (1994) I ISO/IRC
8327-2:....1) | Information techrplogy - Opgn
Systems Interconnection - Connection-oriented
session protocol : Protocel “Implementatipn
Conformance Statement (PICS) proforma.

- ITU-T Recommendaticn,X.246 (1994) | ISO/IEC
8823-2:—", Informatién technology - Ogden
Systems Interconnection - Connection-orienied
presentation protecol: Protocol Implementatfon
Conformance Statement (PICS) proforma.

- ITU-T Recommendation X.247 (1994) | {SO/IEC
8650-2:..3), Information technology - Opgn
Systems Interconnection - Connection-orientpd
pfotocol for the Association Control Service
Element : Protoco! Implementation Conformance
Statement (PICS) proforma.

- ITU-T Recommendation X.680 (1994) | ISO/IEC
8824-1:....4) | Information technology - Abstract
Syntax Notation One (ASN.1) : Specification |of
basic notation.

- [TU-T Recommendation X.680.1 (1994) | ISO/IEC
8824-1/Amd.1:....1), Information technology| -
Abstract Syntax Notation One (ASN.1)| :
Specification of basic notation - Amendment | :
Rules of Extensibility.

- ITU-T Recommendation X.690 (1994) | ISO/IEC
8825-1:....5) | Information technology - ASN.1
encoding rules : Specification of Basic Encoding
Rules (BER), Canonical Encoding Rules (CER) and
Distinguished Encoding Rules (DER).

3.2 Additional references
(1992), Op

- CCITT Recommendation X.65
et T .

for naming and addressing.

1)Currently at stage of draft.

2)Revision of ISO 8327:1987. To be published.
3)Revision of ISO 8650:1988. To be published.
4)Revision of ISO/EC 8824:1990. To be published.

5)Revision of ISONEC 8825:1990. To be published.
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ISO 7498-3:1988, Information processing systems
- Open Systems Interconnection - Basic Reference
Model - Part 3: Naming and addressing.

ISO/IEC TR 10000-1:1992, Information technology -
Framework and taxonomy of International Standard-
ized Profiles - Part 1 : Framework.

ISO/IEC TR 10000-2:1994, Information technology -
Framework and taxonomy of International
Standardized Profiles - Part 2 : Principles and

XOROHY- for OS] Profiles.

ISO/IEC ISP 11188-1 : 1995 (E)

In addition the following terms are defined.
4.1 General

referencing specification : a specification of an
A-profile which includes by reference or by replication,
the requirements in this part of ISO/IEC 11188.

4.2 Support level

To specify the support level of protocol features for this

NOTE - This part of ISO/IEC ISP 11188 makes detailed
references to subclauses of the specified editions of some of
e above references.

Definitions

the purposes of this part of ISO/IEC ISP 11188, the
bwing definitions apply.

Tems used in this part of ISO/IEC ISP 11188 are de-

fing

d in the referenced base standards.

Table 1- Profile status identifiers

part of ISO/IEC TSP TTT88; the foliowing terminology is
defined :

a) Column 1 of table 1 lists the supportléve| identifiers
for a profile used in this part of ISO/AEC I$P 11188;

b) Column 2 of table 1 defines the usg of these
requirements classifications of column 1 by a
referencing specification;

¢) Column 3 of table™1 defines the upe of the
requirements classifications by an implerentation.

Identifier

Meaning when referenced by a
specification

Meaning when referenced by an
implementation

m mandatory — The feature shall be required

for support. The status of the feature shall
remain mandatory in a referencing
specification (see note).

mandatory — The implementation shall support the
feature, i.e. its syntax and procedures shall be imple-
mented as specified in the base standard orlin this part
of ISO/IEC ISP 11188. However, it is not a requirement
that the feature shall be used in all instances of
communication unless mandated by the bage standard
or stated otherwise in this part of ISO/IEC |SP 11188.
The feature shall be the subject of an ISP cgnformance
test (see note).

o optional — The ‘choice of whether this

feature is supported or it is not supported
is made by the-implementation. The status
of the feature shall remain optional in a
referencing specification.

optional — The implementation may decide either to
support or to not support the feature.

»  Supporting a feature means that the feature
shall be handled as if it was mandatory.

»  Not supporting a feature depends on
or sending :

For sending, the feature's capability is not
used;
For receiving an optional parameter| the
syntax shall be implemented and the para-
meter may be ignored. The feature ghall be
the subject of an ISP conformance|test.

eceiving

open.— The status of this feature shall be
decided by the referencing specification.
The referencing specification shall indi-
cate that the status of the feature is
mandatory, optional, or out of scope.
Alternately, the referencing specification
may keep the feature open.

open — same as optionat

X excluded — The feature shall not be used

in a referencing specification. The status
of the feature shall remain excluded in a
referencing specification.

excluded — The implementation shall not support the
feature. When completing the associated PICS
Proforma table, the answer for the support column shall
be that the feature has not been implemented. The
implementation shall abort if the feature is received.
The exclusion should be the subject of an ISP
conformance test.
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5 i out of scope — The requirement for the| out of scope — Support for a feature shall follow the
support of this feature is not covered by| guidelines outlined for optional above with the
this Profile. The status of the feature shall| exception that this feature shall not be the subject of
remain out of scope in a referencing| an ISP conformance test.
specification.

6 |- not applicable — The feature is not| not applicable — The feature is not defined by the base
relevant where mentioned in a table.| standard in the context where it is mentioned in a table.
Support for the feature is either meaning-| A support answer is not required from the implementor.
less, logically impossible, or physically
impossible after some conditions are
evaluated. The status of the feature shall
remain not applicable in a referencing
specification.

7 | c[n] conditionally supported — Support for the| conditionally supported — Support for the. feature|is
feature is further defined in this this part of| further defined by a condition ("n") whi¢tris annexed|to
ISO/IEC ISP 11188 by condition ("n")| the table. Depending on the condition, When completing
annexed to the table. The value evaluated} the associated PICS Proforma table, the answer for the
from the condition evaluates to one of the| support column shall either be: the feature has bepn
following values defined in this table: "m";} implemented; the feature has'aot been implemented;|or
"o"; "i", or "=". not applicable.

NOTEH - The support of a feature can be conditional, depending on the support of-a class of features to which it

belongs, e.g. a parameter in a PDU, a PDU in a functional unit.
5 Abbreviations Support levél for protocol features:
AARQ \-Associate Request (APDU) m supported
AC \ccept (SPDU) o} optionally supported
ACSE \ssociation Control Service Element * open
AE \pplication Entity X excluded
AP \pplication Process (¢ conditionally supported
APDU \pplication Protocol Data Unit i out of scope
ARP Abnormal Release Provider (PPDU) - not applicable
ARU Abnormal Release User (PPDU)
ASE \pplication Service Element . as .
ASN.1 bgtract Syntax Notation One 6 Association Control Service
BER Basic Encoding Rules of a single ASN.1 type Element (ACSE)
CcD Capability Data (SPDU)
CcDhO Connect Data Overflow (SPDU) The support of functions and parameters for the Asgo-
CN Connect (SPDU) ciation Control Service Element is as specified in A.4
CcP Connect Presentation (PPDU) and in the Specific Upper Layer Requirements sectipn
CPA Connect Presentation Accept (PPDU) of the referencing specification.
CPR onnect Presentation Reject (PPDU) L. . .
DT Data Transfer (SPDU) 6.1 Application entity titie
ER xception Report(SPDU) ) )
FTAM ile Transfer, Access and Management SUppOl’t of AE-Title-form1, the Name form, or AE-Title-
ICS mplementation Conformance Statement form2, the Object Identifier form for sending, is depgn-
ISP nternational Standardized Profile dent on the referencing specification.
MIA inot Sync Ack (SPDU) NOTES
8& I Apt P) sctic 1 AE-Title-form1 is a directory name tht has to be :o-
PCI Protocol Control Information sponsibilities of the naming authority to determine how th?s
PDU Protocol Data Unit name is built from its two constituents AP-Title-form1 and
PDV Presentation Data Value AE-Qualifier-form1.
PGI Parameter Group Identifier 2 AE-Title-form2 is an Object Identifier registered by an
Pl Parameter Identifier authorized Registration Authority. It is part of that registration
PICS Protocol |mp|ementation Conformance to de?ermine hOW this Ob]ect |dentifier .iS built from its two

Statement constituents AP-Title-form2 and AE-Qualifier-form2.

PPDU Presentation Protocol Data Unit
PRL Profile Requirements List 6.2 Abort APDU
E; FRKZLL;/iigSrSrEng (SPDU) When_the Abort APDU is used during the association
SPDU Session Protocol Data Unit gstapllshmept phase, the Presentation layer negotia-
sS Session Service tion is c_onsu#ared complete. The_refore, presentation
™ Typed Data (SPDU) context identifiers have been assigned and they shall

be used in the indirect-reference component of the user
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information parameter. The direct-reference component
of EXTERNAL shall not be present.
NOTE - The presentation context negotiation is completed by
the presentation context identifier list of the ARU PPDU (see
ITU-T Rec. X.226 | ISO/IEC 8823-1, 6.4.2.1).

7 Presentation layer

The support of functions and parameters for the pre-
sentation protocol is as specified in A.5 and in the
Specific Upper Layer Requirements section of the ref-

ISO/IEC ISP 11188-1 : 1995 (E)

tation context identifiers outside the range of 0 to
32 767.

NOTE - For the selection of odd or even values see ITU-T
Rec. X.226 | ISONEC 8823-1,6.2.2.7 and 6.5.2.1.

7.2 Presentation selector

7.2.1 The encoding of a presentation selector is re-
stricted to 4 octets.

7.2.2 The absence of the Called or Calling P-Sel pa-
K ivalentto a

ererjcing specification. An implementor's PICS may
confain limitations on length or value aspects of a
protpcol, but it shall not contain limits less severe for
senfling or more severe for receiving than those
spetified in this clause. An implementation may abort a
conhection, if the requirements specified in 7.1 to 7.10
are yiolated.

OTE - The complete size of encoding of the CP PPDU, CPA

PDU and CPR PPDU is derived from the SS user-data size

estricted to 10 K such as specified in 9.2.2. This limitation
pplies also to the ARP and ARU PPDUs.

7.1l Presentation context identifier

A conformant implementation shall not encode presen-

zero length Called or Calling P-Sel parameter.yalue.

The absence of the Responding P-Sel paramzter of the
CPA PPDU indicates that the Responding P-gddress is
equivalent to the Called P-address of the CP APDU.

The value of the Responding.P-Sel paramete¢r may be
different from the value of the Called P-Sel patameter.

Table 2 summarizes 4he handling of the prgsentation
selector parameter$-of the CP and CPA PPPUs (see
also ITU-T Reg: X:226 | ISO/IEC 8323-1f 6.2.2.3,
6.2.2.5, 6.2.3:3):

Table 2 - Called and Responding P-Selectors

Responding. P-Sel of CPA PPDU
not present Iewth:O length>0
Called P-Se!l | not present note*1 note 1 note 2
of CP PPDU length=0 note 1 note 1 note 2
length>0 note 3 note 1 note 2
NOTES

1 The resulting valuesis assumed to be a null value.

2 The resulting value is assumed to be the Responding P-Sel value.

3 The resulting value is assumed to be the Called P-Sel value.

7.3 Transfer syntax name in PDV list

Th¢ ttansfer-syntax-name component of a PDV-list
valtgha.l.l_bp_p.m.em_i.f_and only if more than one

stract value is synonymous with the abstract valug of the user
data field within the value of the CP-type. Each represents the
abstract value of the user data with a unique combination of
transfer syntaxes (a single transfer syntax for eagh presenta-
tion context). It is not necessary that all combinations be en-

transfer syntax name was proposed for the presenta-
tion context of the presentation data values.

NOTES

1 The CP PPDU consists of a value of CP-type and zero or
more values of CPC-type. A value of a CPC-type in the CP
PPDU is present only when more than one transfer syntax
was offered for a particular presentation context. Therefore the
transfer-syntax-name component of a PDV-list value is al-
ways present in a value of CPC-type if such a value is
present.

2 If the kernel functional unit only is negotiated, then the
transfer-syntax-name component of a PDV-fist value appears
only in the CP PPDU.

3 Where presentin a CP PPDU, each value of a CPC-type
represents all of the user data of the CP PPDU, and its ab-

4  For further information see ITU-T Rec. X.226 | ISO/IEC
8823-1,6.2.5.3.

Where one of the transfer syntaxes proposed for a pre-
sentation context is identified as ASN.1 Basic Encod-
ing Rules, and a value from that presentation context is
present in the CP PPDU, then the representation of that
value in the value of the CP-type shall use ASN.1 Basic
Encoding Rules.

7.4 CPR user data parameter

The user data parameter of CPR PPDU shall contain the
A-ASSOCIATE response APDU if the provider reason
parameter is not present.
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7.5 Presentation context definition
result list

The presentation-context-definition-result-list parame-
ter is required if the provider reason is absent in the
CPR PPDU. If the provider reason is present, then the
presentation-context-definition-result-list parameter is
optional.

No semantics are implied by the absence of this op-
tional parameter of the CPR PPDU

© ISO/IEC

8 Transfer syntax

8.1 Transfer syntaxes using ASN.1
Basic Encoding Rules

Subclauses 8.1.1 through 8.1.7 specity rules which
limit the encoding of data defined in this part of ISOG/IEC
ISP 11188 or in a referencing specification. A decoder
shali accept encodings thai are within these limits.
Other behaviours of the decoder when these limits are
exceeded are outside the scope of this part of ISO/IEC

7.6 Defiault context

If the presdntation expedited data service is required,
the defaulticontext-name must be explicitly present in
the CP PPOQU.

7.7 Aborts and session version

The ARP PPDU shall be used regardless of the session
version in dffect for a given connection. This precludes
the use of {ndefinite length encoding of an ARP PPDU
when sessipn version 1 is in effect.

The ARU APDU is used regardless of the session ver-
sion in effeft for a given connection.

NOTE - If session version 1 is in use, the associated parame-
ters of th¢ ARU PPDU cannot be sent.

7.8 Prdsentation-context-identifier-list
in RS PPDU

The preserjtation-context-identifier-list parameter shall
not be pregent in the RS PPDU when only the kernel
functional unit is in effect.

7.9 Prdsentation aborts

data valueg (including data values embedded.within the
user data field of a PPDU) and if an Abort is issued,
then eitherfan ARU (via an A-Abort) or(anARP shall be
issued.

If a receiv%d PPDU contains any improperlyséncoded

7.10 Use of presentation data values

Fully-encogled-data that is ‘a.series of PDVs in the same
presentatiqn context (e:g:; grouped FTAM PDUs) shall
be encodefl either as a‘single PDV-list (using the octet-
aligned choice) or.as d series of PDV-lists, each encod-
ing either h single*PDV (using the single-ASN.1-type
choice) ol multiple PDVs (using the octet-aligned
choice).

TSP—1188"

8.1.1 Tag vaiues

The maximum value of an ASN.1 tag shall. be 16 383.
Since this is the largest unsigned number that can be
represented in 14 bits, the encoding 6f\a’tag occupiges
at most 3 octets.

8.1.2 ASN.1 length fields

Values of an ASN.1 length.octets component greater
than 4 294 967 295 dre)out of scope of this part [of
ISO/IEC ISP 11188.'This is the maximum unsigned
integer that can be“represented in 32 bits.

More than 5, octets for the length octets component gre
out of scope.of this part of ISO/IEC ISP 11188.

NOTES

1) “This requirement does not apply to indefinite length
encoding.

2 A referencing specification may impose a limit whicH is
lower, and all constructs exceeding this lower limit up|to
4 294 967 295, should be considered out of scope of the
referencing specification.
3 The maximum of 5 octets for the length octets component

places a restriction to the use of ITU-T Rec. X.690 | ISO/NEC
8825-1, 8.1.3.5 2nd note.

8.1.3 Integer type values

For any value of the ASN.1 type INTEGER defined|in
any of the referencing specification's abstract syn-
taxes, in ACSE's abstract syntax, or in the presgn-
tation protocol PDU definitions, a sender shall rot
encode values of greater than 2**31 - 1 or less than
-2**31. A receiver shall be able to decode at least
values in the range -2**31 to 2**31 - 1. Any exceptigns
shall be listed in the referencing specification's specffic
upper layer requirements.

8.1.4 Bitstring type values

In these cases receivers shall be able to receive all of
the above encodings.

NOTES

1 A presentation data value (PDV) is a value of a type in an
abstract syntax, e.g., a value of an ASN.1 type.

2 A PDV may contain embedded PDVs in different contexts.
A change of context within a PDV is indicated by an
EXTERNAL. EXTERNAL implies an embedded PDV.

3 A PDV cannot be split across PDV-lists in fully-encoded
user data.

8.1.4.1 Unless otherwise specified, each bit
named in a BIT STRING type used in the presentation,
ACSE, application PCI and application data abstract
syntax definitions shall be explicitly encoded in the
associated BIT STRING value, even if it is a part of a
string of trailing zero bits.

8.1.4.2 Unused bits beyond the exact number of
bits corresponding to the complete list of named bits
specified, shall never be encoded. This rule applies to
all BIT STRING types unless otherwise specified.

NOTE - 8.1.4.1 and 8.1.4.2 do not affect the rules of
extensibility (see 8.1.5) which specify otherwise.
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8.1.5 Extensibility

For data values that are ultimately carried on the user
data of the CN SPDU (i.e., Presentation CP, ACSE
AARQ and any APDU in the user information field of
AARQ), a receiver shall

a) ignore any undefined element,

b) ignore all unknown bit name assignments within a bit
string.

NOTES

ISO/IEC ISP 11188-1 : 1995 (E)

it shall not contain limits less severe for sending or
more severe for receiving than those specified in this
clause. An implementation may abort a connection, if
the requirements as specified in 9.1 to 9.3 are violated.

9.1 Receipt of invalid SPDUs

Upon receipt of an invalid SPDU, the session protocol
machine shall take any action as specified in ITU-T
Rec. X.225 | ISO/IEC 8327-1, A.4.3.2, except that an
invalid SPDU shall not be ignored.

I A referencing specification may define a minimum support
requirement for the length of a bit string that can be decoded.
Such a minimum support requirement should allow for future
bxtensibility.

b Referencing specifications may apply similar requirements
0 other protocol elements.

3 For further information see ITU-T Rec. X.680.111SO/IEC
DIS 8824-1.3.

8.1.6 External data type

8.1.6.1 If a data value to be encapsulated in an
EXTERNAL type is recognized to be an instance of a
single ASN.1 type encoded according to the Basic En-
coding Rules for ASN.1, then the option single-ASN.1-
type shall be chosen as its encoding.

8.1.6.2 If a data value to be encapsulated in an
EXTERNAL type is recognized to be encoded as an in-
tegfal number of octets and 8.1.6.1 does not apply,
theh the option octet-aligned shall be chosen as its en-
coding.

8.1.6.3 Presentation layer negotiation of encoding
rulgs is always in effect.
NOTE - 8.1.6.1 and 8.1.6.2 recognize that, inicéftain cases,
e.g., a Message Transfer Agent only relaying data, the

application may not be able to determinethow a data value
was encoded.

8.1.7 Constructed encoding

WHen encoding PDUs of the referencing specification,
AGSE PDUs and Presentation PDUs, the following rule

comsists of the)complete encoding of zero, one or more
dafa valuesy and the encoding of these data values
shall be,primitive.

9.2 Session version

9.2.1 Selection of sessioniversion

Session versions 1 and 2 are recognized. Thq referenc-
ing specification shall specifydn.its specific upper layer
requirements section which'version of sesgion is re-
quired.

data as specifiedifTU-T Rec. X.225 | ISO/IEC $327-1 (e.g.
see clause 7). All session version 1 implementatipns must be
able to negotiate version 1 operation when respongiing to a CN
SPDU propesing both version 1 and 2.

NOTE - Session version 2 specifies the use of urgmited user

At least.-session version 2 shall be proposed with ACSE
normal mode. With ACSE normal mode, a recgiver shall
support session version 2, but may reject g proposal
requesting only session version 1.

NOTE - Between two conformant implementations supporting
ACSE normal mode, session version 2 will be usgd.

All session version 1 implementations, upon|receipt of
a CN SPDU proposing only version 2, should respond
with an RF SPDU containing a reason code|indicating
that the proposed version is not supported.

If session version 1 and 2 are both proposed|in the CN
SPDU, then the maximum length of the user data pa-
rameter in the CN SPDU shall be 512 octets.

NOTE - In that case a PGl field of 193 will be asgociated with
this parameter. This implies that an implementa}))?\ support-
ing both session version 1 and 2 can establish

with an implementation supporting only version 1.

connection

9.2.2 User data in session versign 2

If only session version 2 is proposed in the CN SPDU,
then a size larger than 10240 octets of the session
user data parameter value of the S-CONNECT request
primitive is out of scope of this part of ISQ/IEC ISP
11188. This implies that the OA and CDO §PDUs are
out of scope.

MOTE 1§t |

It is possible that transfer syntaxes not based upon
ASN.1 Basic Encoding Rules will be required to support
ASEs which reference this part of ISO/IEC ISP 11188.
Such requirements are outside the scope of this part of
ISO/IEC ISP 11188.

9 Session layer

The support of functions and parameters for the ses-
sion protocol is as specified in A.6 and in the Specific
Upper Layer Requirements section of the referencing
specification. An implementation's PICS may contain
limitations on length or value aspects of a protocol, but

NOFE—i-the-length-ef-the-userdata-parameted value is not
greater than 512 octets, then an associated PGl field of 193 is
used. Otherwise, a PGl field of 194 is used.

When session version 2 is negotiated, then in all sub-
sequent SPDUs a data length exceeding 10240 octets
of the user data parameter value with an associated
PGl field of 193, of the reason code parameter value
(PI = 50) for RF SPDU and of the user data parameter
value (P! = 46) for MIA SPDU is out of scope of this part
of ISO/IEC ISP 11188.

Session version 2 implementations need only support
the maximum data lengths specified in the specific up-
per layer requirements section of the referencing ISP,
which may be less than 10240 octets.
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NOTES

1 For session expedited data the limit for user data is 14
octets.

2 This imposes no limitation on the size of the user
information parameter of DT, TD and CD SPDUs. Therefore,
the user data of P-DATA, P-TYPED-DATA and P-
CAPABILITY-DATA is unconstrained in this part of ISO/IEC
ISP 11188. A referencing specification may impose limits on

the user information parameter.

9.3 Sess|

The absend
the CN SH
length Callg

The abseng
AC SPDU
equivalent t

H Y
fon—setectot

© ISO/IEC

The value of the Responding S-Sel parameter may

be

different from the value of the Called S-Sel parameter.

The absence of the Calling S-Sel parameter of the AC
SPDU indicates that its value is assumed to be equiva-
lent to the value of the Calling S-Sel parameter of the

CN SPDU.

Tables 3 and 4 summarize the handling of the sessi

on

selector parameters of the CN and AC SPDUs (see also
ITU-T Rec. X.225 | ISO/IEC 8327-1, 8.3.1.14, 8.3.1.15,

e of the Called or Calling S-Sel parameter of
DU shall be treated equivalent to a zero
d or Calling S-Sel parameter value.

e of the Responding S-Sel parameter of the
ndicates that the Responding S-address is
p the Called S-address of the CN SPDU.

8.3.4.16, 8.3.4.17).
NOTE - The encoding of a session selector is restricted)to

octets as specified in ITU-T Rec. X.225 | ISO/IEC 8327

tables 11 and 14.

Table 3 - Called and Responding S-Selectors

6

—

Responding S-Sel of AC_SPDU
not present length=0 length>0
Called S-Sel | not present note 1 note 1 riote 2
of CN SPDU length=0 note 1 note 1 note 2
length>0 note 3 note 1 note 2
NOTES
1 The resulting value is assumed to be a nul.yalue.
2 The resulting value is assumed to be.the Responding S-Sel value.
3 The resulting value is assumed to.be the Called S-Sel value.
Table 4 - Calling S-Selectors
Calling S-Sel of AC SPDU
not present length=0 length>0
Calling" S-Sel | not present note 4 note 4 note 7
of\eN SPDU length=0 note 4 note 4 note 7
length>0 note 5 note 7 note 6
NOTES

4 The Calling S-Sel has a null value.
5 The Calling S-Sel has the value as indicated in the CN SPDU.

6 Valid if and only if both values are identical.

7 These are invalid situations and the implementation receiving the AC SPDU may
choose to ignore the parameter or to abort the connection.
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9.4 Invalid session protocol machine in- protocol machine shall always take the actions
tersections described by A.4.1.2.a. This implies that no ER SPDUs

will be sent nor S-P-EXCEPTION-REPORT indications
If the conditions described in ITU-T Rec. X.225 | generated due to invalid intersections of the session
ISO/IEC 8327-1, A.4.1.2 are satisfied, the session state table resulting from received SPDUs.
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Annex A
(normative)

Profile Requirements Lists for ACSE, Presentation and Session

EC

A.1 General

This annek describes the common ACSE, Presentation and Session requirements. The requirements are presente
terms of tables that reference the base standards PICS proformas. The tables are used when writing a PRL of a re|

i in
fer-

encing spgcification or when completing the PICS proforma of the base standards. The tables specifythe values that

shall be uged for items within identified tables of the PICS proformas. In case of arbitration or dispute;-this annex ta
precedende over clauses 5 to 9 of this part of ISO/IEC ISP 11188,

A.2 References

In the PICS proforma reference column of A.4 to A.6, and in the lists of conditional €xpressions underneath the tab
tables within the base standard PICS proformas are referenced. The first letter identifi€s the specific PICS proforma;

A: ACSE - ISO/IEC 8650-2
P: Presentation - ISO/IEC 8823-2
S: Session - ISO/IEC 8327-2

The characters from the second character to the solidus (/) form.a reference to the specific subclause in annex A of t
PICS proforma which contains the table in question. The number after the solidus references the row number in
table.

ssification of requirements

optional
conditional

optional with at least one of the marked items being selected

The definitions of conditional items may be found in the respective PICS proformas.

Where thg status,entry contains two classifications separated by a comma, these reference the sending and receiv
capabilitigs _respectively.

Kes

hat
the

ing

A.3.2 Profile column

The profile column reflects the requirement of this part of ISO/IEC ISP 11188. Each entry in this column is chosen from

the following list (for definitions see 4.2):
m: mandatory support
C: conditional support

i out of scope

Where the profile entry contains two classifications separated by a comma, these reference the sending and receiving

capabilities respectively.

10
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A.4 ACSE PRL

ISO/IEC ISP 11188-1 : 1995 (E)

PICS Proforma | Name of item Normative | Status | Profile
Reference reference
11 AA7/4 9.2.1 o)

Support operation of Session version
2

Ci1:.if AA7/1then melsei

Cti H

NOTE - The relation between the initiator/responder roles of ACSE, presentation and session is specified in A.5 and A.6.

A5 Presentation PRL
PICS Proforma| Name of item Normative | Status | Profile
Reference reference
1] P.A.6.1/1 X.410 (1984) 222 0.01 C21
3|l P.AG.1/2 Normal 222 0.01 c22
3 " P.A7.1.1.11 Initiator (presentation connection) 0.03 Cc23 ,
4 “ P.A7.1.1.1/2 Responder (presentation connection) 0.03 C24
§ " P.A.7.1.1.3/1 Requestor (orderly release) 0.05 C25
6 " P.A.7.1.1.3/2 Acceptor (orderly release) 0.05 C26
C21:if A.A.7/2then m else i
C22: if A.A.7/1 then melse i
C23: if A.A.6.1/1 thenmelse i
C24:if A.A.6.1/2then m else i
C2%: if A.A.6.2/1 then m else i
C26: if A.A.6.2/2 then m else i
A.6 Session PRL
PICS Proforma| Name\of item Normative | Status | Profile
Reference reference
1 S.A.6.2/2 Reuse of transport connection o i
e S.A.6.2/4 Extended Concatenation (sending) i
3 S.A.6.2/5 Extended Concatenation (receiving) i Ii
4 || S.A7.1 14N Initiator (session connection) 0.3 C41 “
5 " S.AZA.1.1/2 Responder (session connection) 0.3 C42 “
(¢ " S.A.7.1.1.21 Requestor (orderly release) 0.4 C43
7 || S.A.7.1.1.2/2 Acceptor (orderly release) 0.4 Cc4
8 " S.A.7.1.1.3/1 Requestor (normal data transfer) 0.5 C45 “
9 " S.A.7.1.1.3/2 Acceptor (normal data transfer) 0.5 C46 “
10 s.A7.1.2/2 Overflow Accept (OA) 9.2.2 c5,c6 |ii fi
11 || S.A.7.1.2/3 Connect Data Overflow (CDO) 9.2.2 c6,c5 i,i “
12| S.A7.5.1/1 Requestor (expedited data) 0.6 car |
13| 8.A.7.5.1/2 Acceptor (expedited data) 0.6 c48 I

11
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14| S.A.7.6.1/1 Requestor (typed data) 0.7 c49
15 || S.A.7.6.1/2 Acceptor (typed data) 0.7 C50
16 “ S.A7.7.11 Requestor (capability data) 0.8 C51 "
17| s.A7.7.172 Acceptor (capability data) 0.8 cs2 |
18 " S.A.7.8.1/1 Requestor (minor synchronize) 0.9 C53 "
19 " S.A.7.8.1/2 Acceptor (minor synchronize) 0.9 C54 "
20 “ S{A.7.11.11 Requestor (major synchronize) 0.10 C55 "
21 " S{A.7.11.1/2 Acceptor (major synchronize) 0.10 C56 "
22 || S|A.7.14.1.1/1 Requestor (activity start) 0.12 C57
23 || S|A.7.14.1.1/2 Acceptor (activity start) 0.12 c58
24| s|a.7.14.1.2/1 | Requestor (activity resume) 0.13 cso |
25 || s[a.7.14.1.22 [ Acceptor (activity resume) 13 ceo |
26 " S|A.7.14.1.3/1 Requestor (activity interrupt) 0.14 cé1 “
27 || S|A.7.14.1.3/2 Acceptor (activity interrupt) 0.14 c62 “
28 || s|a.7.14.1.411 Requestor (activity discard) 0.15 c63 |
29 || s|a.7.14.1.4/2 Acceptor (activity discard) 0.15 ce4 |
30 [[ s|a.7.14.1.51 Requestor (activity end) 0.16 ce5 I
31| s|a.7.14.1.522 | Acceptor (activity end) 0.16 ces |
32 “ S|A.7.14.1.6/1 Requestor (give tokens-confirm) ce7 "
33 “ S|A.7.14.1.6/2 Acceptor (give tokens confirm) o] c68 “
34 || s|a.8.1.3/4 Data Overflow ltem (CN) 9.2.2 c6.c5 i I
G41: if AA6.1/1 then melse i C55: if P.A.7.4.10/1 then m else i
Gd2: ifAAB.12thenmelsei C56: if P.A.7.4.10/2 then m else i
C43: it AL AB2/ then melse i C57: if P.A.7.4.13.1/1 then m else i
CGh4: if AA6.2/2 then m else i C58: if P.A.7.4.13.1/2then melse i
Gd5: (if P.A.7.1.1.2/1 then m else i C59: if P.A.7.4.13.2/1 then melse i
CGh6: it P.A.7.1.1.2/2 then m else | C60: if P.A.7.4.13.2/2 then m else i
CA7—it PAT7TAAthenmeise CT6T. T PA7A13.3/Tthen melse |
C48: it P.A.7.4.4/2then melse i C62: if P.A.7.4.13.3/2 then m else i
C49: it P.A.7.45/1thenmelsei C63: if P.A.7.4.13.4/1 then m else i
C50: if P.A.7.4.5/2 then m else i C64: if P.A.7.4.13.4/2 then m else i
C51: it P.A.7.4.6/1 then melse i C65: if P.A.7.4.13.5/1 then m else i
C52: if P.A.7.4.6/2 then m else i C66: if P.A.7.4.13.5/2 then m else i
C53: if P.A.7.4.7/1 then m else i C67. if P.A.7.4.13.6/1 then melse i
C54: if P.A.7.4.7/2 then m else i C68: if P.A.7.4.13.6/2 then m else i

12
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Annex B
(normative)

ISO/IEC ISP 11188-1 : 1995 (E)

Profile ICS Proforma

Thi§ annex summarizes value consiral

nts and requirements on the use of parameters in

1ferencing

s specified in,clauses 7, 8

and 9 of this part of ISO/IEC ISP 11188. It defines Profile ICS Proforma tables which may be used by-a'r
spegification for inclusion in its own specific ICS proforma in order to state its compliance to this part.ofISQ/IEC ISP
11188.

B.1 Notation

When filling in the answers to this ICS proforma, the following notation shall be used:

a) For table B.2, the value or value range corresponding to the question
b) For table B.3, Y for support of the requirements on the Use of the parameter in PDUs
N for non-support of the requirements on the use of the parameter in PDUs
B.R2 Requirements on values of parameters inJPDUs
Description g:{gi:‘izg Value/Range
Range of presentation context identifier values 7.1
2 || Maximum number of octets for presentation selector 7.21
B | Maximum value of an ASN.1 tag 8.1.1
4 || Maximum supported value of ASN.1 leqagth field 8.1.2
b || Maximum range of INTEGER type values (sender) 8.1.3
% || Maximum range of INTEGER type values (receiver) 8.1.3
B.B Requirements on the use of parameters in PDUs
Description gg;:‘;‘;‘é‘: Support
Presentation selector 722
2 ||\ Jransfer syntax name in PDV list 7.3
3 || User data parameter in CPR PPDU 7.4
4 || Presentation context definition result list 7.5 .I
5 || Default context name parameter in CP PPDU 7.6 "
6 || Presentation context identifier list in RS PPDU 7.8
7 || Presentation data values 7.10
8 || External data type 8.1.5
9 || Constructed encoding 8.1.6
10 || Session selector 9.3

13


https://iecnorm.com/api/?name=6e02a546539d044bf6aadee77d3d722c

ISO/IEC ISP 11188-1 : 1995 (E) © ISO/IEC

Annex C
(informative)

Recommended practices

The agree in thi i = cted

mentatior}s conformant to this part of ISO/ IEC ISP

11188. The first octst in this parameter encodes the(sessgion
state as a number relative to 0 as detailed in‘table C.1.

. The second octet encodes the incoming event gs a

C.1 Use of Session Reflect number relative to 0 as detailed in table C.2. The third

Paramieter Values parameter octet contains the Sl, PG, or Pl code of any Sl field,
PGI unit, or Pl unit in error. The remaining six octets of

It is recohmended that the optional Reflect Parameter the Reflect Parameter Values parameter are not|de-

Values pgrameter in the AB SPDU be encoded to repre- fined by this annex.

sent the |session connection's state, the incoming
event, and the first invalid SPDU field at exactly the

Table C.1 - First Octet of Reflect Parameter (Vaiues parameter

State Number Description

1 0 Idle, no transport connection

1B 1 Wait for T-CONNECT confirm

1C 2 Idle, transport connected

2A 3 Wait for the ACCEPT SRDU

3 4 Wait for the DISCONNECT SPDU

8 5 Wait for the S-CONNECT response

9 6 Wait tor the S-RELEASE response

16 7 Wait tor the T-DISCONNECT indication

713 8 Data transfer state

1A 9 Wait forthe ABORT ACCEPT SPDU

4A 10 Wait for the MAJOR SYNC ACK SPDU or PREPARE SPDU

4B 11 Wait for the ACTIVITY END ACK SPDU or PREPARE SPDU

5A 12 Wait for the RESYNCHRONIZE ACK SPDU or PREPARE SPDU

58 13 Wait for the ACTIVITY INTERRUPT SPDU or PREPARE SPDU

5C 14 Wait for the ACTIVITY DISCARD ACK SPDU or PREPARE SPDU

6 15 Wait for the RESYNCHRONIZE SPDU or PREPARE SPDU

10A 16 Wait for the S-SYNC-MAJOR response

10B 17 Wait for the S-ACTIVITY-END response

11A 18 Wait for the S-RESYNCHRONIZE response

11B 19 Wait for the S-ACTIVITY-INTERRUPT response

11C 2 Wait for the S-ACTIVITY-DISCARD response

15A After PREPARE, wait for the MAJOR SYNC ACK SPDU or the ACTIVITY END ACK

15B 2 After-PREPAREwaitfortheR NGHRON BY-orthe £ HP-BISGARB-SPBY

15C 23 After PREPARE, wait for the RESYNCHRONIZE ACK SPDU or the ACTIVITY INTERRUPT
ACK SPDU or the ACTIVITY DISCARD ACK SPDU

18 24 Wait for GIVE TOKENS ACK SPDU

19 5 Wait for a recovery request or SPDU

2 26 Wait for a recovery SPDU or request

21 7 Wait for the CAPABILITY DATA ACK SPDU

2 28 Wait for the S-CAPABILITY-DATA response

1D 2 Wait for the CONNECT DATA OVERFLOW SPDU

2B 0 Wait for the OVERFLOW ACCEPT SPDU

15D 31 After PREPARE, wait for the ABORT SPDU

14
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Table C.2 - Second Octet of Reflect Parameter Values parameter

Event Number Description

SCONreq 0 S-CONNECT request

SCONrsp+ 1 S-CONNECT accept response
SCONrsp- 2 S-CONNECT reject response
SDTreq 3 S-DATA request

SRELreq 4 S-RELEASE request

SRELrsp+ 5 S-RELEASE accept response
SUABreq 6 S-U-ABORT request

TCONcnf 7 T-CONNECT confirmation
TCONind 8 T-CONNECT indication

TDISind 9 T-DISCONNECT indication

TIM 10 Time out

AA 11 ABORT ACCEPT SPDU

AB-nr 12 ABORT - no reuse SPDU

AC 13 ACCEPT SPDU

CN 14 CONNECT SPDU

DN 15 DISCONNECT SPDU

DT 16 DATA TRANSFER SPDU

FN-nr 17 FINISH - no reuse SPDU

RF-nr 18 REFUSE - no reuse SPDU
SACTDreq 19 S-ACTIVITY-DISCARD request
SACTDrsp 20 S-ACTIVITY-DISCARD response
SACTEreq 21 S-ACTIVITY-END request
SACTErsp 2 S-ACTIVITY-END respense
SACTIireq 2 S-ACTIVITY-INTERRUPT request
SACTIrsp 24 S-ACTIVITYANTERRUPT response
SACTRreq 25 S-ACTIVITY-RESUME request
SACTSreq 2% S-ACTIN/ITY-START request
SCDreq 27 S-CAPABILITY-DATA request
SCDrsp 28 SY{CAPABILITY-DATA response
SCGreq 2 S-CONTROL-GIVE request
SEXreq 30 S-EXPEDITED-DATA request
SGTreq 31 S-TOKEN-GIVE request

SPTreq x S-TOKEN-PLEASE request
SRELrsp- <] S-RELEASE response reject
SRSYNreq(a) H# S-RESYNCHRONIZE request abandon
SRSYNreq(r) 3H S-RESYNCHRONIZE request restart
SRSYNreq(s) K o] S-RESYNCHRONIZE request set
SRSYNrsp 37 S-RESYNCHRONIZE response
SSYNMreq 3 S-SYNC-MAJOR request
SSYNMrsp 39 S-SYNC-MAJOR response
SSYNmreq 40 S-SYNC-MINOR request
SSYNmrsp 41 S-SYNC-MINOR response
STDreq 42 S-TYPED-DATA request
SUERreq 43 S-U-EXEPTION-REPORT request
AB-r 4 ABORT - reuse SPDU

AD 45 ACTIVITY DISCARD SPDU

ADA 46 ACTIVITY DISCARD ACK SPDU
AE 47 ACTIVITY END SPDU

AEA 48 ACTIVITY END ACK SPDU

Al 49 ACTIVITY INTERRUPT SPDU
AlIA 50 ACTIVITY INTERRUPT ACK SPDU
AR 51 ACTIVITY RESUME SPDU

AS 52 ACTIVITY START SPDU

CD 53 CAPABILITY DATA SPDU

CDA 54 CAPABI LITY DATA AC K SPDU
ED 55 EXCEPTION DATA SPDU

ER 56 EXCEPTION REPORT SPDU
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